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In this context the Fraud management  
has the goal to guarantee the security  
of business opportunity 
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UniCredit is moving toward services digitalization. So the clients 
can access to the business utilizing different channels and can 

perform operations in fast and easy way. However, the evolution 
services expose the bank and the clients to new risks. 
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REACTIVE APPROACH PREVENTIVE APPROACH 
The new anti-fraud solution include the evolution from a reactive to a proactive approach 

Reactive solutions include all the solutions that 
should allow the identification of fraudulent events: 

Transactions monitoring: solutions that allow to 
define a risk level of transaction and consequently 
perform certain actions 
 
Information discovery: systems that allow to 
connect together phenomena, in order to identify 
abnormal events 
 
Monitoring accesses to databases 
 

Preventive solutions include all the solutions that 
should allow to block an attempted fraud before it  

      is successful: 
Fraud prevention: systems that can check 
whether a certain device is showing abnormal 
behavior 
Behavioral Analysis: systems that analyze the 
client behavior that access to the web channel 

Business Intelligence: data correlation and 
statistical/predictive analysis  
Authentication mechanisms: solutions / 
mechanisms that protect access to services 
Antifraud holistic view: integrated system 
(cross country, cross LEs), in order to have 
global vision on frauds phenomenon 
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